# Follow Up Questions

1. Can you restrict who has the rights to set AAD conditional access?
   1. These roles can create conditional access: security administrator, Conditional Access administrator, or global administrator.
   2. Those roles have full access to create conditional access policies
2. Only the MG creator can use it and/or see it
   1. Rights need to be granted to the MG itself; owners should be able to see and modify all MGs per <https://docs.microsoft.com/en-us/azure/governance/management-groups/overview#management-group-access>